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Abstract

The European Database of Terrorist offenders (EDT) is based on comprehensive judicial information of convicted 
or deceased terrorist offenders, including social, psychological and psychiatric reports. This new empirical database 
is the result of a European cross-border collaboration between judicial organizations and scientists within the 
European Union. The EDT dataset comprises developmental, individual, biographical and contextual factors, 
which are potentially related to engagement in violent extremism and terrorism. It supports research seeking to 
identify critical risk and protective factors for violent extremism and terrorism. The EDT dataset could be used 
to conduct studies aimed at the identification of significant personal and contextual risk and protective factors 
for terrorism and violent extremism, improving and validating risk assessments, as well as identifying pathways 
into terrorism and radicalization. Moreover, this data can assist in the design of effective policy, prevention and 
intervention practices regarding potential violent extremist and terrorist offenders in Europe and elsewhere. The aim 
of this article is twofold: firstly, it seeks to present the EDT, along with discussing its development and methodology. 
To this end, the inclusion criteria and coding principles are discussed, alongside quality-, privacy- and security 
issues associated with the gathering and processing of judicial data, together with some preliminary statistics. 
Secondly, it aims to discuss potentials for research based on EDT data. Accordingly, potential applications and 
future developments of the EDT are discussed as well as urgent needs to use and further develop this comprehensive 
and unique database.

Keywords: countering violent extremism, empirical validation, European database, extremism, profiling, 
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Introduction

Since the terrorist attacks in New York, Paris, London, Brussels, as well as many other cities there has been 
an increased focus on countering violent extremism and terrorism. In 2020, there were again Islamist attacks 
in Europe as well as right-wing extremist terrorist acts. Empirical research was and is required to gain better 
insight into risk factors for terrorism, accompanied by methods for assessing and managing these risks. Despite 
the marked increase in research on terrorism in recent years, there remains a relative dearth of terrorist offender 
datasets based on reliable information that can be used to verify existing theories about risk factors for terrorism.
[1] To address this problem and other related issues (including privacy), we developed the European Database 
of Terrorist offenders (EDT). The EDT contains information on the developmental, individual and contextual 
factors that may underlie people’s engagement in violent extremism and terrorism. The data in the EDT could 
be used to support research, associated with shedding light on the personal and contextual risk and protective 
factors for terrorism and violent extremism, based on primary source information, as well as to understand 
the pathways into terrorism, i.e., the factors which contribute significantly to radicalization into violence. The 
outcomes of these studies could then subsequently inform policy makers’ decision-making about key risk- and 
protective factors related to violent extremism and terrorism. In addition, the development of EDT fills a noted 
gap in research and application: it enables empirical analyses of personal and social/contextual risk factors and 
their interactions, using primary data. Extremism and terrorism research have lamented this data deficit for 
many years.[2]

Specific aspects distinguish the EDT from other existing databases. These are: (i) The EDT was created 
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through cooperation with several European Union (EU) Member States and aims to involve all EU Member 
States; (ii) EDT data can facilitate empirical quantitative research, subject to the regular criteria of objectivity 
and statistical validity as well as security; (iii) Once it comprises sufficient data, the EDT will be able to validate 
risk and protective factors for terrorist behavior and validate violent extremism risk assessment tools such as 
the VERA-2R; (iv) The EDT is in compliance with the strict privacy regulations of the EU. 

The aim of this article is twofold, namely: to present the EDT and trace its development, and to delineate its 
potential for future empirical research and outline options for applied research and evidence-based policies. 
We begin by providing an overview of the database before proceeding to discuss its development and the 
organizations that were involved in its creation. Next, we outline the methodology, inclusion criteria, data 
collection process, coding principles and methods of measuring data quality. We then explain the privacy 
and security measures that were adopted to ensure that the EDT is compliant with security requirements 
and applicable legislation, followed by preliminary descriptive statistics. Finally, we evaluate the strengths and 
limitations of the EDT before concluding by providing avenues for future research and elucidating how the 
database can contribute to the field of terrorism and counterterrorism research. 

The European Database of Terrorist Offenders (EDT)

The EDT is a research database comprising information on European terrorist and violent extremist offenders 
who have been convicted from 2012 onward. The EDT also includes a control group of persons who have been 
convicted of violent offenses unrelated to terrorism or extremism. The coded EDT data consists of personal 
and contextual offender information, which derives from comprehensive judicial files of the participating EU 
Member States. A large number of potential risk factors, protective factors, and indicators for terrorism have 
been included, encompassing demographic data, childhood circumstances, trigger factors, ideologies, motives, 
mental health issues, and the nature of the terrorist offense and type of sentence. Moreover, information from 
forensic mental health assessments is included to provide insight into mental health issues. All qualitative 
information from judicial files is converted into quantitative codes prior to being entered into the database in 
order to enable quantitative analyses. 

Both the design of the EDT and the European cooperation have important advantages. Firstly, primary data on 
terrorist offenders and their acts is generally only accessible to governmental organizations, thus condemning 
most academics to extrapolate data from studies in other fields and apply these insights to terrorism research. 
The cooperation between judicial organizations allows for access to comprehensive judicial files, including 
forensic mental health assessments, which hitherto have scarcely been used in the field of terrorism research.
[3] The inclusion of information from normally unavailable judicial files, including forensic mental health 
assessments, affords a comprehensive overview of both the personal characteristics and the political and social 
context of the terrorist offender. Therefore, these files constitute valuable sources for the study into personal 
risk factors for terrorism, including psychopathology and contextual factors, which, despite the importance of 
examining them in combination with one another, have hitherto infrequently been studied together.[4] 

Secondly, many EU Member States either have few cases of terrorist offenders in their country [5], and/or 
simply do not have the research capacity. This in turn hinders researchers’ attempts to empirically investigate 
the risks and drivers for violent extremist engagement and terrorist action, as well as protective factors 
preventing persons from engaging in terrorist action. One major benefit of the cooperation between different 
EU Member States is the possibility of establishing a sufficiently large sample that allows for statistical and 
possibly inferential analyses. 

Finally, a further notable strength of the EDT design is the inclusion of a control group, and the possibility 
to include multiple control groups. Extant knowledge of risk factors for terrorism is predominantly based on 
studies that lack a control group.[6] Although we cannot establish causal relations with the EDT dataset, the 
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inclusion of a control group of violent offenders does mean that we can provide a stronger substantiation for 
those risk factors that are specifically associated with terrorism and violent extremism and potential overlapping 
characteristics with non-terrorist violent offenders. Additionally, the EDT comprises possible comparison 
groups (e.g., left, right, Islamism ideologies, male vs. female offenders, lone actors and groups). This allows 
for the analysis and comparison of risk and protective factors of engagement in terrorist and violent extremist 
offenses between different offender groups.

Development and Organizations Involved

To generate scientific knowledge about personal and contextual risk and protective factors for terrorist and 
violent extremist offenders, the European Union funded DARE-project (Database and Assessment of Risk 
of violent Extremists) was established. The project launched in October 2017 in collaboration with research 
institutes and judicial organizations from several EU Member States.[7] The project group members are 
the Netherlands Institute of Forensic Psychiatry and Psychology (NIFP) as coordinator, the Institute for 
Interdisciplinary Research (IKG) at Bielefeld University, and the Belgium Prison organization. Decisions 
regarding the EDT are discussed in the project group, which has extensive experience in research and evaluation, 
as well as forensic professional diagnostic practice through close collaboration with law enforcement agencies, 
prisons and probation services. The benefits from this collaboration encompass three key areas: it increases 
the financial means, which results in greater coding capacity and allows for a larger research group; it enables 
a broader area of research to be examined; it provides a distinct intellectual advantage through cooperation 
and knowledge sharing. The long-term cooperation and ongoing process of data collection that underpins the 
EDT enables follow-up research into judicial interventions and post-conviction offender trajectories related to 
disengagement or recidivism.

Definitions 

Radicalization, terrorism and violent extremism are continually evolving concepts, which in part accounts for 
the heterogeneity of the available definitions.[8] In order to fully comprehend the meaning of the results of the 
prospective studies that will use the EDT data, it is above all important to know which definitions were used 
to obtain the data. Therefore, we will now discuss the definitions of key concepts that underpinned the data 
collection upon which the EDT is based. To clarify potential differences between the types of terrorist offenders 
across EU Member States, we will compare the types of violent extremist and terrorist offenses, group or single 
offenses, criminal codes, motives for the crime, and ideology, data of which were subsequently entered into the 
EDT. 

Radicalization

Radicalization is often used to describe the process of adopting an extremist belief system that may result in 
the acceptance, legitimation and/or use of violence.[9] In accordance with both the Dutch Intelligence Service 
(AIVD) and the National Coordinator of Terrorism and Security (NCTV) we defined radicalization in the EDT 
as: “The active pursuit of and/or support for fundamental changes in society that may endanger the continued 
existence of the democratic order (aim), which may involve the use of undemocratic methods (means) that 
may harm the functioning of the democratic order (effect).”

Terrorism

There are many definitions of terrorism.[10] Terrorism can be driven by a range of (political, social, religious or 
other) ideologies or motivations, can take different forms and can be associated with different types of individuals 
and groups.[11] One unequivocal feature of terrorism is that it is always a premeditated act (rather than a brief 
period of anger or impulsivity). Although regularly assumed that for an act to be classified as a terrorist act, 
it must be driven by a political, social, religious or other ideologically based motivation, [12] this may not 
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always be the case.[13] For example, motivations can also be driven by monetary gain, status seeking, group 
belonging or excitement.[14] For the EDT, we followed the definition of the NCTV, which defines terrorism as: 
“the threat of, the preparation of, or the committing of, serious violence based on ideological motives against 
people, or deeds aimed at causing socially disruptive material damage with the goal to cause social change, to 
instil fear among the population or to influence political decision-making.”[15] The decision to use this specific 
definition means that all types of terrorism are included in the EDT: jihadist and other religious-based forms 
of terrorism, as well as ethno-nationalistic, right-wing, left-wing and single-issue terrorism. 

Violent Extremism

Violent extremism is often considered as unlawful violence in furtherance of a religious, political, social or 
other ideology.[16] It can be described as the beliefs and actions of people who either support or themselves use 
violence to achieve ideological, religious or political goals.[17] This is why the American FBI defines terrorism 
as “the unlawful use of force and violence against persons or property to intimidate or coerce a government, the 
civilian population, or any segment thereof, in furtherance of political or social objectives.”[18] We took these 
definitions into account when developing the EDT, including the definition of the United States Agency for 
International Development (USAID), which defines violent extremism as: “advocating, engaging in, preparing, 
or otherwise supporting ideologically motivated or justified violence to further social, economic or political 
objectives.”[19] 

Procedure

Cases

Currently, the EDT includes terrorist and violent extremist offenders from the Netherlands, Belgium, Germany, 
Austria and Sweden who were convicted from 2012 onward. The selection of cases was made by the judicial 
organization in each EU Member State. All kinds of terrorist and violent extremist deeds are included, such 
as, for example, jihadism and other religious-based forms of terrorism, as well as nationalistic, right- and left-
wing, and single-issue terrorism. These cases also include convictions for involvement in terrorist acts, even 
in the absence of ideological motives of the offenders themselves. To avoid potential stigmatization, those 
persons who are indicted or suspected of terrorist or violent extremist crimes, but are not (yet) convicted, are 
not included. 

The target group of ETD research consists of persons who have been convicted of a terrorist act. This also 
includes cases of violent extremist acts, if these fall under the Member State’s terrorism legislation. However, 
terrorism legislation differs between countries. For example, right-wing extremists in Germany might not be 
convicted under existing terrorism legislation. Since our aim was to include all violent offenders acting on 
extremist and/or ideological views and motives within each EU Member State, a separate research group of 
violent extremists was added. This group consists of violent extremist offenders who have not been convicted 
of terrorism since their court files state that the offense is based on violent extremism. To this end, participating 
EU Member States are instructed to select convicted persons engaged in ideologically motivated crimes. 
Additionally, given that terrorist attackers frequently die during the course of their act, deceased terrorist 
attackers are included as a separate group to be researched. Even though these individuals can no longer be 
convicted, it is beyond dispute that they were involved in terrorism. 

Due to the tremendous effort involved in entering a case into the database, during the two-year duration of 
the initial project only a limited number of cases could be entered. In May 2020 the EDT contained 194 cases 
of terrorist and violent extremist offenders, which included 168 convicted terrorist offenders, 16 convicted 
extremist offenders, and 10 deceased terrorist offenders. Given that convicted terrorist offenders are the main 
focus of the EDT, they took priority in the data entry process. As a result, convicted terrorist offenders are 
overrepresented in the current sample, compared to the separate group of violent extremist and deceased 
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terrorist offenders. 

To enable the identification of risk and protective factors for violent extremism and terrorism rather than risk 
and protective factors for ‘common violence’, in each participating EU Member State, a control group of other 
violent offenders is selected. The control group is based on a random sample of violent offenders who were 
convicted for comparable but ultimately not extremist violent crimes, such as murder, manslaughter, crimes 
against public order or authority or violence against property or arson (see Table 1 for a list of all included types 
of crimes). The same information is included in the entries for the control group as for the other researched 
groups, e.g., demographic data, historical risk factors, trigger factors for committing a terrorist offense, 
indicators for terroristic acts, and psychopathology. The inclusion of a control group of violent offenders allows 
for gaining insights into the specific risk factors for terrorist and extremist deeds. The consequence of choosing 
this control group is that we are able to differentiate between ideologically- and nonideologically motivated 
violent offenders, but not to compare the violent and nonviolent extremists. 

In light of the fact that data entry started with the inclusion of convicted terrorist offenders, by May 2020, 
merely 33 control group cases of violent offenders had been entered into the EDT. The original intention was to 
include as many control group cases as there were terrorist cases. This means that the majority of control group 
cases still have to be entered into the EDT. This is important because sufficient control group cases are required 
to be able to compare the two groups and conduct inferential analyses. However, the research is ongoing and in 
the coming years far more cases from both the research and control group will be entered. 

In the future, a control group of nonviolent extremists can be added to the EDT, considering the following 
comparability issues. Firstly, a different setup is required to reach nonviolent extremists, because of the absence 
of judicial file information, making it necessary to gather their personal information in alternative ways, for 
example with interviews. Secondly, legal and mental health information is missing about nonviolent extremists.

Thirdly, it is always uncertain whether nonviolent extremists can truly be classified as nonviolent, for the simple 
fact that they often conceal it.

Table 1: Typology Crime EDT
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Data Collection

Until now, government agencies have formally granted access to the judicial documents for the case file research 
of violent extremists in participating EU Member States to one or two researchers in each Member State with 
the relevant expertise (see Table 2). The data are entered into the EDT in the Netherlands, Belgium, Germany, 
Austria and Sweden. The involved researchers have the necessary authorization and security clearance for 
processing the judicial data from their own Member State. Bielefeld University has permission to conduct 
research on the judicial files from the participating German States. The Federal Public Service Justice – Belgian 
Prison Service conducts research on the Belgian judicial files. NIFP researchers conduct the data collection of 
the Dutch judicial files. Furthermore, the Austrian Institute for International Affairs and the Swedish Prison 
and Probation Service collect relevant data in Austria and Sweden. The data entry takes place at the judicial 
organizations in which the judicial files are located. In the Netherlands these are located in the different districts 
of the Public Prosecution Service. The researchers plan to follow similar procedures for other Member States 
that wish to contribute in the future to this EDT research project. 

Table 2: Requirements for Researchers Involved in Coding EDT Data

Data Sources 

The information in the EDT originates from qualitative judicial files and includes data from the police, public 
prosecution, detention, forensic mental health assessment reports, and probation reports. With relatively few 
exceptions, the same information sources were available in each of the participating EU Member States (see 
Table 3). One advantage of using judicial files is the extensive legal and mental health information contained 
in them. This information allows for a comprehensive overview of the relationship between personal and 
contextual characteristics of violent (extremist) and terrorist offenders and their acts. 

Table 2: Requirements for Researchers Involved in Coding EDT Data 

• Coders have successfully completed the NIFP coding training program. In this program experience is 

acquired with carrying out objective coding and knowledge of radicalization, violent extremism and 

terrorism 

• Coders have signed an agreement for secrecy  

• Coders have sufficient expertise in carrying out research in the field of criminal justice and/or 

psychology or criminology 

• Coders hold a position at a government agency, security service, international agency, university or 

other research organization 

• Coders understand the Codebook criterion definitions 

• Coders must be familiar with the research into and operational knowledge of violent extremism and its 

accompanying characteristics 
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Table 3: Available Information Sources per Member State (MS)

EDT Codebook

To minimize systematic bias in data collection across the participating organizations, methods and procedures 
of information exchange and data coding were established. As part of this procedure, an English-language 
Codebook was developed. The Codebook contains explicit coding instructions about how items entered should 
be used and interpreted, in order to ensure that items are coded in a consistent and unambiguous manner. The 
descriptions of the items were developed by the NIFP in agreement with other members of the project group 
and the participating EU Member States. Expertise from several EU Member States was also utilized to further 
define the items. An independent advisory board of national and international experts in the field of terrorism 
was consulted in order to ensure that the content and methodology of the Codebook was sound. This advisory 
board also serves to minimize potential conflicts of interest.

DataSet

The EDT dataset includes items about the individual person, the context, the terrorist act, as well as information 
about the judicial interventions in each case. Overall, it consists of 16 domains and 379 items (see Table 4). 
These items are derived from a NIFP codebook on lone actors, which has been adapted to violent extremists 
and terrorists in exchange with other researchers [20], the VERA-2R manual and extant literature on violent 
extremism, terrorism and ordinary forms of violent crime.[21] Furthermore, a number of items are explorative 
in nature. For quality and follow-up purposes, a number of personal data fields were added, such as, for 
example, name, date of birth, and criminal reference number. The variables in the dataset consist of open text 
fields, dates, numbers or categories. The number of text fields was reduced as much as possible to minimize the 
identifiability of a person behind the data. Each item is accompanied by a description with the meaning of the 
item. For nominal or ordinal variables, category descriptions are also sometimes included (see Figures 1 and 2).

Table 3: Available Information Sources per Member State (MS) 

Information source MS1 MS2 MS3 MS4 MS5 

1= Police investigation/indictment x x x x x 

2= Subject’s history / development x x x x x 

3= Transcript of verdict (conviction and sentence) x x x x x 

4= Judicial history x x x x x 

5= Psychiatric information and/or forensic report by psychiatrist x x x x x 

6= Psychological information and/or forensic report by psychologist x x x x x 

7= Documentation subject / group concerning case 
 

x x x x 

8= Documentation and/or a report of probation x x 
  

x 

9= Documentation and/or a report of prison x x x x x 

10= Documentation and/or a report of intelligence service x x x 
 

x 

88= Other source(s) of information* x x 
 

x 
 

*Child protection board, Open sources, Protocols of the trial  
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Table 4: EDT Domains

Figure 1: EDT Data-Entry Page

Table 4: EDT Domains  

 Domains  

1. Compilation Case File 9.  Prior to Crime: Personal Acts 
2. Demographic data 10. Preoccupation with Weapons 
3. Crime & Conviction 11. Radicalization/Ideology 
4. Criminal History 12. Beliefs & Attitudes (VERA-2R)  
5. Personal History 13. Social Context & Intention (VERA-2R)  
6.  Personality Disorder and Traits 14. History, Action & Capacity (VERA-2R) 
7. Psychiatric Disorder and Symptoms 15. Commitment & Motivation (VERA-2R) 
8. Prior to Crime: Incidents 16. Protective & Risk Mitigation (VERA-2R)  

Note: the number of items including personal encrypted data fields is 408. 
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Figure 2: Extract of EDT Codebook

The first domain ‘Compilation Case File’ provides administrative information, such as the case file number, 
research group and the available sources of information. The second domain ‘Demographic Data’ describes 
the last-known situation prior to the terrorist crime being committed, such as education, relational status, 
living situation and socioeconomic status. In the third domain, termed ‘Aspects Crime’, various aspects of 
the terrorist ‘index’ crime are documented, including among other things, the type of crime, location, target, 
potential victims, weaponry used, involvement of other persons, as well as the subject’s emotional state. Next, 
in the ‘Criminal History’ domain, both the number and types of prior crimes are documented, because prior 
violence is regarded as a strong predictor of future violence.[22] 
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The ‘Personal History’ domain includes items about victimization and trauma, work and school problems, and 
family situation during childhood including somatic illnesses or disabilities. Domains 6 ‘Personality Disorder 
and Traits’ and 7 ‘Psychiatric Disorder and Symptoms’ include information from forensic mental health 
assessments. The documented disorders and/or traits or symptoms are documented alongside information 
about the period in which these were present (prior, during and/or after the crime) and their potential relation 
to the crime.

Trigger factors for committing a terrorist offense, such as, for example, the loss of a loved one or the loss 
of employment are documented in domain 8 ‘Prior to Crime Incidents’. Domain 9 ‘Prior to Crime Personal 
Acts’ includes various indicators for terroristic acts, such as self-isolation or a farewell letter. Domain 10 
‘Preoccupation with Weapons’ registers if the person has a fascination for weapons, as well as specifying the 
precise nature of this interest, such as, for example, wearing firearms and/or idealizing the use of firearms. The 
radicalization period, which encompasses violent extremist contacts or networks and preoccupation with an 
extremist ideology, is documented in domain 11 ‘Radicalization/Ideology’. 

Finally, domains 12–16 are derived from the VERA-2R risk assessment instrument for violent extremism. 
These domains not only outline risk- and motivational indicators but also several protective factors, due to the 
fact that the absence of protective factors has been found to be a significant predictor of violent outcomes, while 
also improving the accuracy of predictive models.[23] Protective factors could help to distinguish between 
those who are at lower or at a higher end within a risk group.[24] Protective factors include both individual 
characteristics such as a change in ideological values and a willingness to participate in programs against 
violent extremism, as well as external positive influences, such as receiving support from one’s family or friends 
to disengage from extremist violence.

Coding and Quality Control

Given that the information in the EDT is based on comprehensive qualitative reports, some items can sometimes 
not be found explicitly in the judicial files. To ensure that all the available and possibly relevant information is 
used, the categories ‘No, unlikely’ and ‘Yes, likely’ were added to the coding categories. These categories are used 
for information, which is not explicitly mentioned in the judicial file. For example, the item ‘subject consumed 
alcohol before or during crime’ should be coded as ‘No, unlikely’ in the event that the subject disapproved 
of alcohol consumption on the grounds of his or her religious beliefs. Or, to cite another example, the item 
‘Subject used weapons killing or wounding other(s) during crime’ should be coded as ‘Yes, likely’ in the event 
that contextual judicial information on the case clearly indicated that weapon use was likely, e.g., in the case of a 
foreign fighter who went to Syria. For each item, a description is included in the database, along with definitions 
and illustrative examples of when to code ‘Yes, likely’ or ‘No, unlikely’. Moreover, there are also coding rules for 
nonjudicial sources (e.g., information from the offender and his/her family). Researchers were instructed to 
code these sources with caution due to the possibility of either withholding information or providing socially 
desirable answers in police interviews. For this reason, ‘Yes, likely’ and ‘No, unlikely’ categories also must be 
used for nonjudicial information sources. This allows researchers to distinguish between those answers that 
are based on explicit and judicial information and those that are derived from contextual information and/or 
nonjudicial sources. 

To provide the involved researchers with firsthand experience of objective coding, they participated in a two-day 
training course in which general coding instructions were provided (e.g., how to code as objectively as possible 
and be cognizant of the levels of credibility of various sources) as well as coding instructions, explanations of 
the meaning of specific items, in combination with illustrative examples. As part of the training, researchers 
independently coded all items of the codebook using five anonymized vignettes which were based on real 
terrorist cases. After the researchers finished these training cases, inter-rater reliability analyses were calculated 
based on the percentage of coding agreement between new researchers and the gold standard coding developed 
by the NIFP DARE team.
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Since the distributions of the observed ratings frequently fell under one category of ratings, kappa estimates 
appeared to be unrepresentatively low.[25] Therefore, an alternative kappa was calculated, based on the 
percentage of agreement between the evaluators, and corrected for agreement based merely on chance, which 
depends on the number of answer options available. To establish the strength of the agreement, Landis & 
Koch’s cutoff points were used.[26] Prior to the actual data entry an agreement of .7, which corresponds with a 
substantial kappa, had to be reached for each of the items.

For items with a lower percentage of agreement, additional coding instructions were sent to the researchers 
prior to entering the real terrorist cases. Moreover, researchers were instructed to clarify their answers in the 
database for each of these items. These explanations were evaluated by the NIFP DARE team to ensure that 
items were coded correctly in light of the available contextual information. If wrong interpretations were made, 
the researcher was approached and invited to change his or her coding if necessary. 

Security and Privacy 

The EDT was developed and is hosted by an external independent and certified Dutch IT organization. The 
inclusion of personal data allows for longitudinal research, in which follow-up trajectories can be linked to 
those subjects already entered in the database. Therefore, the database is designed to be adapted and expanded, 
so that researchers of the team can continue to collect data and develop new data fields. Having introduced 
some key features of the EDT, we now turn to a description of the current descriptive statistics of the EDT data.

Since the EDT contains personal data and mental health information, which is collected in the judicial domain 
and, hence, not readily available to outside researchers, it is of great importance to protect this data as much as 
possible. Processing personal data and, in particular, information about individual mental and physical health 
places these individuals at significant risk in terms of the potential harm caused by either a data breach or the 
abuse or misuse of their personal information. 

To protect the personal data included in the EDT, we ensured that the database both meets the security 
requirements for IT services set by the Dutch government and complies with the new European privacy 
legislation, including the General Data Protection Regulation (GDPR). The number of text fields was reduced 
as much as possible to minimize the identifiability of the individual person behind the data. Access to the 
database is strictly limited to those researchers involved in the project, and, even then, researchers only have 
direct insight into the date which they entered themselves. Prior to data entry, a confidentiality statement was 
signed by the participating organizations and researchers.

Based on the European GDPR, one of the safety measures employed in this project is the encryption of personal 
data by a Trusted Third Party. This means that personal data fields are not accessible or visible after having been 
entered. The database information can only be updated by means of a two-way encryption procedure, which 
allows the pseudonymized personal data to be decrypted from the database to request new (case) information 
about the concerned data subject if required. The NIFP project administrator periodically checks all entries 
for the purposes of monitoring the quality of the data based on distributions, outliers, inconsistencies, missing 
values and logical errors. 

In order to assess the extent to which the data processing is compliant with GDPR and the EU Directive 
2016/680, a Privacy Impact Assessment (PIA) was carried out before the data entry started. The document 
was discussed by a committee of Dutch privacy and security advisors and presented to the Data Protection 
Officer of the Dutch Ministry of Security and Justice. Furthermore, a risk analysis was carried out by the Dutch 
National Coordinator for Security and Counter Terrorism (NCTV), who concluded that the study design 
posed no disproportionate risks to the privacy of the subjects. 
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Descriptive Statistics

Given that the number of cases and variables included in the EDT is continually expanding, preliminary 
statistics are provided here only for the group that was available in the EDT at the time of the data analyses. 
Once enough control group cases are entered to allow for statistical analyses, comparisons will in the future be 
made between the research’s principal target group and the control group. If, in the future, other control groups 
are included, then comparisons with these groups can also be made and additional research questions can be 
answered.

Characteristics of the Main Group Researched 

Table 5 shows some basic characteristics of the research’s target group of terrorist offenders. A large majority of 
the offenders are male (91%) with a mean age of 27 years (SD=7). The youngest offender is 15 years old, while 
the oldest is 60 years old. Almost 3 out of 4 offenders are either first- or second-generation migrants. Ninety 
percent of the offenders are adherents of Islam. 

Outcomes related to education are derived from the International Standard Classification of Education (ISCED). 
Almost half of the group is educated only to a lower primary school or middle school level (41%), while the 
other half is educated to an upper secondary or higher education level (47%), with information on 12% of the 
cases missing. At least half of the terrorist offenders did not finish their education. Prior to the terrorist crime, 
more than a third of the offenders were unemployed. Furthermore, the results show that just over half of the 
group (52%) had a prior criminal conviction. 

The most often committed index crime is ‘participating in activities of a terrorist organization’ (35%), followed 
by ‘membership of a terrorist organization’ (25%). The next most prevalent crime categories are preparation, 
financing, training, supporting, and murder. The majority of the offenders committed the terrorist act alongside 
other offenders (68%). 

In addition to these demographics, the EDT data also focus on examined psychopathology and a number of 
psychosocial factors as potential risk factors for terrorism. Results regarding these risk factors will be published 
in a separate article. 

Since the main focus of the EDT is on convicted terrorist offenders rather than violent extremists, a majority 
of jihadists is included. This could explain the current overrepresentation of members of the Islamic religion 
and first- or second-generation migrants. This also applies to the results regarding the characteristics of the 
terrorist act. While jihadi attacks are mostly organised by terrorist groups and networks, far-right extremist 
acts are relatively often carried out by gangs, lone actors and unorganized perpetrators.[27] Therefore, 
in the current sample convictions for membership of and participation in a terrorist organization may be 
overrepresented. More importantly, the EDT is meant to grow continuously and an effort is made to include all 
types of extremists. After the inclusion of more cases of violent extremists with left- and right-wing ideologies, 
background characteristics may alter with respect to age, gender or socioeconomic factors. 
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Table 5: Socio-Demographic Characteristics of 194 Terrorist Offenders Convicted  
in Different European Member States Between 2012 and 2020
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Missing Values

As one can discern from Table 3, the judicial cases in each of the participating EU Member States derive from 
different information sources. The original information in the main sources was gathered in a prosecutorial 
context, as opposed to information collected for scientific purposes. Consequently, items in the EDT which are 
of lesser relevance for criminal trials have a higher percentage of missing information. 

Table 6 shows the average number of missing values for items within each domain, together with the minimum 
and maximum percentage of missing values. For all 379 items, the average percentage of missing values is 16%. 
Items in domain 9: ‘Prior to Crime Personal Acts’ contain the highest percentage of missing values (27%), 
followed by the domains ‘Personal History’ (25%), ‘Protective and Risk Mitigation’ (25%), and ‘Preoccupation 
with Weapons’ (24%). The items with the most missing values (67% or more) originate from the ‘Personal 
History’ domain. These items are all related to parenting (e.g., ‘Parent did not have clear rules about how 
subject should behave’ or ‘Parents were not emotionally supportive’).

Table 6: Average Percentage of Missing Values in Items per EDT Domain

Data-Sharing Principles

The key issue with many governmental data is their limited availability to academic researchers. This applies, 
in part, to the EDT dataset, insofar as the judicial information sources cited in the database are not publicly 
available in the participating EU Member States. However, after completing the necessary data quality checks, 
anonymized datasets comprising a selection of items can be made available for the purposes of publication, 
replication or validation. One condition for external publication is that at least one of the EDT partners 
participates in the study and is a coauthor. Additional conditions for data sharing are described in an EDT 
data-processing agreement.

The starting point for sharing EDT data is compliance with European privacy regulations, which state that 
personal data may be collected for specified, explicit and legitimate purposes and may not be further processed 

Table 6: Average percentage of missing values in items per EDT domain 

 Domain % Missing Min Max Nr items 
1. Compilation Case File 0 0 0 2 
2. Demographic data 17 0 59 43 
3. Crime & Conviction 5 0 42 82 
4. Criminal History 3 0 16 8 
5. Personal History 25 0 77 47 
6.  Personality Disorder and Traits 15 0 55 29 
7. Psychiatric Disorder and Symptoms 21 0 54 37 
8. Prior to Crime: Incidents 19 0 53 10 
9.  Prior to Crime: Personal Acts 27 0 68 12 
10. Preoccupation with Weapons 24 1 48 2 
11. Radicalization/Ideology 17 0 40 15 
12. Beliefs & Attitudes (VERA-2R)  20 2 52 16 
13. Social Context & Intention (VERA-2R)  17 0 47 22 
14. History, Action & Capacity (VERA-2R) 17 2 40 11 
15. Commitment & Motivation (VERA-2R) 20 0 47 18 
16. Protective & Risk Mitigation (VERA-2R)  25 0 67 25 
Total  16 0 77 379 

Note: the number of items including personal encrypted data fields is 408. 
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in a manner that is incompatible with those purposes. Furthermore, according to these principles, the dataset 
has to be relevant and limited to the purposes for which it was originally processed. 

To comply with the privacy regulations, data requests will be assessed based on their societal, scientific, or policy 
relevance. Only a selection of the EDT dataset will be shared, depending on the specific research goals and 
subsequent approval of the EDT project board. In the case of data transfer, the receiving party must complete 
and sign a data-sharing form comprising an overview of the purpose of the research and intended usage of 
the received data, alongside security safeguards. Additionally, the external party must sign a nondisclosure 
agreement. Thus, in time, data from the EDT could be shared with researchers or other stakeholders, such as 
judicial organizations, provided they adhere to the aforesaid privacy and security guidelines. 

Discussion 

While terrorism research is increasingly based on primary sources, the use of databases remains relatively 
low, with few collaborations between researchers and a relative dearth of studies based on clinical assessment.
[28] To address these issues, the EDT was developed. It has a number of strengths. The first strength is that 
we were able to access judicial information that is ordinarily not available to researchers due to privacy issues. 
The database comprises a European cross-border collaboration between scholars and governmental judicial 
organizations which grants participating researchers access to comprehensive judicial sources. These sources 
provide insight into a large number of personal and contextual risk factors for engagement in terrorism across 
national boundaries. Although biases in judicial file information cannot be ruled out, one benefit compared 
to open source information is that judicial information is verified and, in turn, less influenced by biases.[29]

A second strength of the EDT is the inclusion of a large number of both contextual and personal data, including, 
among other things, mental health information. By analysing these data, studies can meet the desire to 
empirically validate existing theories of risk factors for terrorism, as well as analyze the role of psychopathology, 
based on reliable mental health data, while simultaneously taking into account situational and contextual risk 
factors.[30] 

A third strength of the EDT is its design and methodology. To facilitate objective coding by a wide range of 
European researchers, we developed a codebook and training program and we evaluated the objectivity of 
the data with inter-rater reliability analyses. Furthermore, due to the inclusion of a control group of violent 
offenders, it is possible to distinguish between risk and protective factors for violence and risk and protective 
factors for violent extremist deeds. A next important step could be to shed light on the risk factors for terrorism 
that are not present and protective factors that are present amongst extremists who do not engage in violent 
behavior.[31] This requires clarification of what information can be compared.

A fourth strength of the EDT is the security and privacy by design, including the encryption of personal 
data by a ‘Trusted Third Party’. The risk of individual data subjects being identified is decreased by analysing 
terrorist cases at an international level, which also enables us to disclose information for research that would 
otherwise not be available. This combination serves to make the EDT a secure storage location for the personal 
data of terrorist offenders. Thereby, any subsequent sharing of this important knowledge will not be hampered 
by privacy issues, insofar as EDT data-sharing procedures allow for sharing anonymized subsets under strict 
privacy and security conditions.

Challenges, Limitations, Options and Needs

Methodological Issues

While, on the one hand, the large number of items in the EDT dataset enables the validation of a wide range of 
assumed risk factors for terrorism, on the other hand, the size of the dataset also has some negative consequences. 
Firstly, the large number of items makes the coding process complex and time consuming. Approximately 
one day is needed to enter a single terrorist case into the EDT. Consequently, it takes considerable time to 
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enter enough cases to be able to conduct inferential analyses. Therefore, more EU Member States will have to 
participate in the EDT to increase the size of the research group. 

Secondly, in the event that an offender denies any involvement in a crime and refuses to take part in a mental 
health investigation, this results in incomplete information. Additionally, the large number of items and various 
formats and contents of European judicial files further increases the number of missing values. For example, 
the ‘Personal History’ domain appeared to have a relatively large number of missing values, which may suggest 
that information in this domain was not deemed to be necessary for the prosecution. However, coding of most 
of the items could still be completed using all the available judicial information including forensic mental 
health reports. 

Thirdly, the large number of researchers from different participating EU Member States, who have different 
research backgrounds, makes it difficult to consistently interpret items. Combined with the large number of 
items, it was hard for researchers to reach a sufficient inter-rater reliability for all items, resulting in items 
with low inter-rater reliability. To deal with this issue, items measuring the same construct could be analysed 
together. For example, ‘victimhood’ is a construct that relates to risk factors in items measuring victim of 
violence, misrecognition, or discrimination. 

To improve the inter-rater reliability, we aim to develop a revised version of the codebook with additional 
descriptions of items, based on insights gathered in the past four years. Nevertheless, it will be nearly impossible 
to achieve complete agreement, because it is simply unfeasible to develop all-encompassing descriptions for 
every single situation. Therefore, to prevent too much missing data, we propose steering a middle course 
between using contextual information and striving to avoid coding differences stemming from subjective 
interpretations by the coders. 

Financial Issues

To maintain a European Database is time consuming and costly, and, indeed, several databases previously 
were discontinued, in part due to a lack of funding.[32] As aforesaid, more cases from different EU Member 
States have to be entered over the course of the next years in order to be able to conduct meaningful inferential 
analyses. In this respect, perhaps the biggest challenge concerns continuing to find financial resources so as 
to be able to host and maintain the EDT and enter more cases. The Dutch NCTV and Dutch ministry of 
Security and Justice currently fund the EDT, and might continue to do so for the coming years. The NIFP 
and partners have an open policy when it comes to collaborating with more EU Member States in the near 
future. Notwithstanding our current funding situation, new requests are being made for European and national 
funding, and one European funding has recently been granted. The EDT requires both a long-term perspective 
and continued cooperation between partners, participants and funders.

Future Research Directions 

The EDT is designed to support longitudinal research, which makes it both expedient over a longer period of 
time and flexible to adapt, depending on the actual research interests of EU Member States. By spring 2021, 
almost 250 cases from five EU countries have been entered in the EDT. We will continue to enter data for 
at least 850 convicted European terrorist and violent extremist offenders, as well as a matching number of 
convicted violent offenders for the control group. This data will open up several future research directions. 
Here, we present the main research directions that can be studied using data from the EDT. Depending on the 
needs and priorities of academia, judicial organizations and national and European Justice organizations, other 
research directions will also be explored.

Identification of Critical Risk and Protective Factors for Terrorism

When enough control group cases of violent offenders have been entered into the EDT to enable statistical 
analyses, it will be possible to examine whether the assumed risk and protective factors for terrorism are able to 
distinguish between extremist violence and ordinary violence. Although the EDT dataset is not able to establish 
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causal relations with any degree of certainty, it can empirically show the presence or absence of specific risk and 
protective factors. 

Group Comparisons

Comparisons between different terrorist offender groups can be analysed. Offender groups in the EDT 
differ regarding their ideology (e.g., left, right, Islamist, ethno-nationalist, idiosyncratic individual causes), 
membership to groups (lone actor versus group member; leaders versus followers), age or gender. Analysis 
can focus on the comparison of risk and protective factors for engagement in terrorist and violent extremist 
offenses between these different offender groups. Such comparisons and insights are much needed.[33]

Risk Patterns

Interactions between risk factors can be examined, which in turn can lead to the identification of subgroups 
characterized by specific ‘risk patterns’: clusters of risk factors, related to subgroups of the terrorist offender 
group, since each subgroup can possibly be defined by a specific combination of risk factors. For example, 
striving toward a sense of group belonging combined with problems with existing relationships may only 
represent risk factors for younger groups of terrorist offenders. Another distinction in terms of risk patterns 
can be made with respect to the type of terrorist crime committed and the role of the offender in the terrorist 
group. Traditionally, terrorism research focused on terrorist attacks, leaving intragroup differences largely 
understudied.[34] However, besides executing acts of violence, engagement in terrorism encompasses a wide 
spectrum of terrorist behavior, such as, for example, involvement in the preparation, financing or recruitment 
of terrorist activities—behaviors which are changing and developing over time. To effectively assess the risk 
of (and therefore manage) individuals involved in terrorism, it is important to have clarity over the type of 
risk that is being assessed. Therefore, one important research direction will be to distinguish between the 
various risk patterns that may be related to different types of terrorist crimes and to distinguish significant from 
nonsignificant factors on an empirical basis. 

Terrorism Pathways 

The EDT dataset allows for the examination of global pathways of risk factors related to childhood circumstances, 
the period of radicalization, as well as the year prior to the criminal act. Although the EDT variables cannot 
define specific linear pathways to terrorism nor identify causal relationships, they can nevertheless be arranged 
and linked together in order to identify potential paths that lead an individual to committing an act of terrorism. 
This allows us to gain better insights into the importance of different biographical and socialization risk factors 
at different periods of a person’s life cycle. These can include risk factors in childhood, such as violence in the 
family, risk factors in the very sensitive adolescent period and/or in the year prior to the crime, like losing a 
job or a loved one, and factors related to the radicalization phase, such as self-isolation from friends and family 
and becoming preoccupied with a violent ideology. Therefore, with the large number of historical risk factors 
occurring at different periods of a person’s life cycle, different stages of progression toward extremist violence 
can be explored.

Although it may be possible to find indications of potential critical (clusters of) risk factors for offenders or 
offender groups with EDT data, it is not possible to control for all possible influences persons face in their life 
spans, [35] leading to individual, cultural and situational sources of variance in statistical analyses. This being 
noted, the risk and protective factors identified here could well serve to support models for (pathways to) 
terrorist engagement, approaching real life as an important step for a better understanding of the important 
issues our EDT focuses on. 

Terrorism and Role Psychopathology

One line of research the EDT can provide is the potential role of psychopathology in committing terrorist crimes, 
in association with meaningful environmental risk factors. Several scholars have underlined the importance of 
examining the relationship between psychopathology and terrorism, in conjunction with personal, social and 
contextual circumstances.[36] With this in mind, the EDT dataset can be used to examine psychopathology 
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as potential risk factor for engagement in terrorism, considering contextual risk factors. This could not only 
involve research into mental disorders, but also the diagnosis of underlying traits or symptoms that lack an 
specific mental disorder diagnosis. It is important to take these traits and symptoms into account, also because 
a differentiated psychopathological approach is considered best practice for forensic experts. 

Validation of Risk Assessments for Terrorism

Another line of research possible with the EDT dataset is to validate risk assessment instruments like the 
Violent Extremist Risk Assessment instrument (VERA-2R), which is used all over the world.[37] This structured 
professional violent extremism judgment tool was originally developed to achieve a more focused form of 
violent extremism risk management.[38] The instrument is based on professional and theoretical knowledge 
about risk factors for violent extremism. However, further scientific research is needed to evaluate and validate 
the risk factors for violent extremism in order to subsequently improve the ability of the VERA-2R to assess 
and manage the risks for violent extremism. Given that all of the VERA-2R indicators are included in the EDT 
as separate items, the relative importance of each indicator can be examined. By acquiring additional insight 
into the risk patterns of terrorist subgroups, risk assessments can be made more accurate for specific subgroups. 

Effectiveness Judicial Interventions for Terrorist Offenders

Finally, the EDT data could be used to study the effectiveness of interventions targeted at terrorist offender 
groups, based on specific data related to the intervention, such as the duration and focus of the intervention 
and future recidivism data. This is of importance for evidence-based risk prioritization, risk targeting, and risk-
based rehabilitation of terrorist offenders. 

Policy Implications

The EDT dataset can be used for high-quality quantitative research, which can directly inform policy makers’ 
decisions vis-à-vis key personal and contextual risk and protective factors for terrorism.[39] The longitudinal 
design makes it possible to develop a European terrorist monitor for policy purposes, such as monitoring of 
prevention and intervention programs. The continuation of the EDT as a monitoring instrument in coming 
years would enable the development of an expertise hub, as well as education and training programs, which, 
in turn, could bridge knowledge gaps between researchers, policy makers and practitioners in the field of 
countering terrorism and violent extremism. Providing insights into the key personal and contextual risk and 
protective factors for terrorism can serve several policy purposes. 

Knowledge from the EDT could be used to empirically substantiate and validate violent extremism risk 
assessments, such as the VERA-2R. Output from the EDT could also enhance extant understanding of the 
distinct risks for various types of offenders and types of terrorist involvement. In so doing, this could support 
judicial organizations to make informed decisions regarding risk assessment, treatment and management.[40] 
Moreover, the identification of subgroups with different risk patterns could help to make interventions and risk-
assessment tools, such as the VERA-2R, more tailored and based on individual needs, risks and responsiveness, 
thereby improving the overall effectiveness of such instruments and interventions. Furthermore, insight into the 
role played by psychopathology in relation to terrorist activities, including the presence of traits or symptoms 
of a mental disorder, could have added value for forensic mental health assessments, where a differentiated 
psychopathological approach combined with risk management is considered best practice. 

Although the EDT data can help professionals to map the possible risks posed by a person, individual 
circumstances could elevate or strengthen certain risk factors. Therefore, the ultimate weighting of the unique 
specific personal and contextual circumstances ought to be done by professionals in their structured violent 
extremism risk assessments. 

The long-term design of the EDT makes it possible to investigate the effectiveness of interventions by measuring 
recidivism rates and other outcome measures, such as, for example, disengagement and/or the psychosocial 
functioning of a terrorist offender. This knowledge will take on even greater importance in the coming years, 
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as convicted terrorist offenders begin to be released from prisons in several European countries. 

However, the knowledge to be gained from utilizing the EDT in future research does not only have relevance 
in a forensic setting. Rather, given that a large part of the codebook deals with personal history items, negative 
life events and personal experiences prior to committing the crime that brought the individual in contact with 
the criminal justice system, this information also has relevance outside a correctional setting. For example, 
parents, teachers, neighborhood watches, youth centers, mosques, municipalities, or police officers could 
benefit from information derived from the EDT. Depending on the specific setting, the relevant information 
could be observed, questioned, verified or monitored. For example, if the combination of early school dropout 
and experiencing violence within the family situation appear to be precursors for radicalization into terrorism, 
then this information could be used to develop or refine early interventions, such as parenting programs or 
prevention programs to reduce school drop-out rates. 

Conclusion 

Although the methodological designs of terrorism research have improved markedly in recent years, to the 
best of our knowledge the EDT constitutes the first European offender-focused database with a control group, 
which is based on primary data from judicial sources. The data included in the EDT enable research on key 
personal risk and protective factors for violent extremism and terrorism. Consequently, the results from 
research utilizing the data in the EDT will be of critical relevance for security organizations and policy makers 
alike, insofar as it will provide them with more reliable risk assessments and risk management instruments for 
terrorist offenders, including much-needed information on the effectiveness of judicial interventions for this 
offender group.
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